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THE RCMP’S NATIONAL SECURITY ACTIVITIES

(Commission of Inquiry into the Actions of Canadian Officials in - - e
Relation to Maher Arar - hereinafter referred to as the “O ‘Connor Comimission’’
Maher Arar, Ear
Analysis and Recommendations, pg. 312) M
http://epe.lac-bac.gc.ca/l 00/206/301/pco-bep/commissions/maher
13/www.ararcommission.ca/eng/AR_English.pdf o

Recommendation 1

The RCMP should ensure that its activities in matters relating to national security;, "
are properly within its mandate as a law enforcement agency. E

A) RCMP MANDATE

The RCMP should take active steps to ensure that it stays within its mandate
as a police force to perform the dutiesof peace officers in preventing and
prosecuting crime. It should: cnsurei.‘tﬁ}é espects the distinct role of CSIS
in collecting and analyzing informat

1 id-intelligence relating to threats to
the security of Canada. ™

n jon of ﬁiictions between
nd‘repor the Commission of Inquiry
Concerning Certain Activities of the Royal:Canad unted Police (McDonald
Commission report).2 The basic principles tﬁht:%dezg ) Et‘i‘gpgrt continue to
apply today, even though the need for co-operation and inf

6£mai'ion sharing
between the two agencies has increased since the events of ‘Séptember 11, 2001,
Some have suggested that Canada’s response to the events of September 11,
2001, iri;:g:luding the enactment of the Anti-terrorism Act and implementation of
new forms;of intelligence-led and integrated polici istinction
bet th IEeR and CSIS. If so,

Jin K ~

In his John Tait Memorial Tectiite,in-2003, Ward Elcock, then Director of
CSIS, reflected on the differences:betweéh law enforcement and security
intelligence: ' o

Law enforcement is generally reactive; it essentially takes place after the commission
of a distinct criminal offence. Police officers are results-oriented, in the sense

that they seek prosecution of wrong doers. They work on a “closed” system of limits
defined by the Criminal Code, other statutes and the courts. Within that framework,




they often tend to operate in a highly decentralized mode. Police construct

a chain of evidence that is gathered and used to support criminal convictions in trials where
witnesses are legally obliged to testify. Trials are publlc events that receive

considerable publicity. Fig,,

Security intelligence work is, by contrast, preventrve and. 1nfo ation=( nented
At its best, it occurs before violent events occur, if order~ to’ ‘equip pollce

authorities to deal with them. Information is gathered from people -‘who aref'_
compelled by law to divulge it. Intelligence officers have & muc clearly deﬁned
role, which works best in a highly centralized management‘structur ’They' are 1nterested
in the linkages and associations of people who may never commit:a, c

act - people who consort with others who may be a direct threat to the nteres
the state. .. .3 i

I agree with Mr. Elcock’s analysis, although I would add that the RCMP also
has a prevention mandate, which I discuss below.

) an tiv'the duties of peace officers.4
In fulﬁllmg its law enforcement mandate 'the RCMP llects evidence and exercises

enforcement agency, that it is 1mportanx : fir
those that warrant their use. The trigger for. maneyfla ienforcement powers is the
actual or anticipated breach of a law. Thus, thie- RCMI;'; § ni‘ﬂ andate is directed at
the prevention and prosecution of criminal or other o cIudlng the many
new crimes created by the Anti-terrorism Act. Unless there is'a lmk to illegal or
criminal activity, a law enforcement agency such as the RCMP should not
become involved in an investigation.

It would‘be,,wrong, however, to conclude that respecting its institutional

mandate requlres the :RCMP to wait until an act of terrorism has occurred before
takmg actlon‘*" -C ME’s mandate includes preventing crime, not just investigating
it aﬂé’i- thedfact. Moreover,wmany crimes related to terrorism are committed

long before a t_erronst act causes actual harm. The RCMP’s mandate has

a]ways mvolved mvestlgatmg consplrac1es attempts and counselling of serious
crimes. Since, the enact e of the Am‘z terrorzsm Act, it has also entailed investigating
a broad range of 3 acts relat 1€ potentlal tefforist activities, such as the

financing and counselhng of terr" rrsm, partlcrpatlon in terrorist groups and

related attempts, conspiracies, and \real

The mandate of the RCMP can be better understood by comparing it to that

of CSIS. CSIS is an 1nte111gence agency. It is directed to collect and analyze information
and report to government, in order to assist government in developing policy relating to
Canada’s national security. CSIS may be asked by the Minister




of National Defence and the Minister of F oreign Affairs to collect information and
intelligence in relation to national defence and the conduct of Canada’s international
affairs,5 and it is subject to the special requirement that its director and

an inspector general regularly report to the responsible minister on the “operational
activities of the Service.”6 Thus, Parliament intended that CSIS provide

services to government that are essentially directéd at gathering.and-an

* information. Unlike RCMP officers, CSIS persor 'ar‘ef h t,Apgaée"‘btﬁgé“ers;;gnd do ,

not exercise law enforcement powers to collect eviderice arfdmakg:arrests
Moreover, the relationship between the responsible minister and i
coloured by special concerns about protecting police independence,

case with the RCMP.7 -

Some might argue that having to ensure that the RCMP’s national security
activities, including the gathering of information and intelligence, always relate
to its policing and crime-based mandate might place national security at risk.
Given the magnitude of the harms of terrorism, as reflected in tragedies such as
" the bombing of Air India Flight 182 and the 9/11 attacks, they may say that the
RCMP can no longer restrict ité%lﬁltg?f"la { enforcement concerns. I reject this argument,
both on principle and for practical reas
At stake are the principle og £esp9ctfor e‘rule of law and lengthy democratic
tradition. All agencies of goyémmeént.must'act Withifi:their statutory mandates.
The current statutory framework, appropri tg\l'j'fw"éloggé*rs{ on'the RCMP the
powers associated with and necessary, fot: th enforéementof laws. While the
Anti-terrorism Act has expanded both offencé the powers available to the
RCMP, it also imposes a variety of special.s guards, such as priér approvals
by attorneys general and the courts. Andthef”actrémq ;that; as has long been
the tradition, police in a democracy should be cd"r’i%’éerﬁ"éidqur’lwm rily with law
enforcement, even in the national security context. They sﬁdmg‘Fespect these
constraints on their powers and expect that the legality of their actions will be
reviewed.

Legal ol?liigﬁi’qgg aside, adherence by the RCMP and CSIS to their distinct
manQ_gtes al{sib"":gg:!gg‘e,%gractical sense. CSIS has special expertise and capacity to
collect ?i'rgf;griﬁa@gf}{gﬁd?tgfapply analytical skills to that information to produce
thesintelligence nietessa t0'inform government about threats to Canada’s
natioﬁﬁ;%g§%@?'This"i“'ﬁgg;l\’ieg.{faiﬂ".\zggx different expertise and a different relationship
with governime %"ﬁithat téquired by the RCMP for its law
enforcementiactivifies. i’ifh;guéff’ﬁq}h’*inﬁi;ﬁstigate and collect information, the
context within Which‘they*do 56 the purposé for collecting the information and
the use to which the ihformati6iris pot a

"*’}’gf iy 3
If the RCMP is not receiving adequat dntelligence about threats to the security
of Canada from CSIS, the answer lies in improving relations between the
RCMP and CSIS, not in reformulating their respective mandates or going back
to the days before CSIS was created and developing an intelligence capacity
within the RCMP that is not related to its crime-based mandate and expertise.




B) INTELLIGENCE-LED POLICING

The RCMP should continue to develop its capacity for iﬁt@ll’fgqnge-led policing
while ensuring that it remains within its law enforcement mandate: . .

ligehoe-

In recent years, the RCMP has increased its capacity, for and:use of in
led policing significantly. This has been an important and Valuable ..o
response to the increasingly complex and sophisticated criminal acti vities that it~ -
is required to investigate. Ensuring that the RCMP remains’within its law énforcément:
mandate need not interfere with the use of intelligence-led poli‘Eiﬁg it

From the RCMP’s standpoint, intelligence can be understood as information
developed to direct police action. In this sense, it is not the same as the work
product of CSIS or other intelligence collectors. Rather, it is the strategic, tactical
and background information that any large organization requires in order to
direct its actions and limited resources in an intelligent and focussed manner.

Sy A .

The Criminal Intelligence Program Tmplémentation Guide issued by the

RCMP in June 1991 recognized.that “the’failure:to develop a sophisticated strategic
as well as tactical intelligégégfcdﬁgbiLiW within'the RCMP has seriously hindered
the Force’s ability to accurately-méasuré and préy crirre, having an

organized, serious or national security ension i Canada, oi ‘internationally

~ as it affects Canada.”8 At the same timé; th appiopriately warned, “it is
important that any information collectéd .., bé purstiant to its

law enforcement mandate.”9

The RCMP’s Criminal Intelligence Program Guide issue May 2001 contemplates
collection of criminal intelligence in relation to threat assessment, target
selection and target tracking. The focus with respect to individual targets is
on investigation “to the point of either confirming or disproving the involvement
of crimifial, actiyity.”10 This focus on criminal activity properly reflects the
RCMP’s crirtie-baSed mandate. - '
TR )
B s Ve ey

Cintelligence-led policing” does not mean
,gdﬁﬁra_ghould extend beyond its law enforcement

ion ¢ollected by the RCMP should be used to direct legitimate
servatio fth

The RCMP should establish internal controls for all national security investigations
to ensure that, when commencing and carrying out investigations

and collecting information, it is properly within its law enforcement mandate

to prevent, investigate and prosecute crimes.




The following internal controls will help to ensure the RCMP stays within its
mandate during national security investigations.

- To begin with, the RCMP should take steps to ensurg that iﬁfoﬁﬁéﬁgqﬂabout
persons that is received from CSIS and other sources falls within tslaw enforcement
mandate and is properly classified. & i =

Further, the RCMP should ensure that individuals being investiga
within its crime-based mandate. In the early stages of a national secitit
it is sometimes difficult to determine if an individual’s activitiéS are crimit
in nature, but the RCMP must reach a conclusion nonetheless. If it corigludes,
that a crime-based mandate is lacking, but has concerns about a connection -
between the person and threats to the security of Canada, the RCMP should
provide CSIS with the relevant information so that CSIS may carry out its own
investigation. The RCMP should not be reluctant to transfer or return investigations
not within its crime-based mmgate to CSIS.11

The RCMP should also review inv g'ai‘i:énsf:peﬁodically to be certain that

both the investigation andtljg targets$ of fglflie?jiij?‘e‘s’_;igﬁation remain within its crimebased
mandate. Controls desiﬁedggdf..eﬁ lire that RCMP activities are properly

within its law enforcement mandate are hecessaty 1

: 0'guarantee respect for the

rule of law and the proper institutional div of functxon” between the RCMP
and intelligence agencies such as CS ‘




(O’Connor Commission, ‘A New Review Mechanism Jor the RCMP’s
National Security Activities, pg. 84)

http://epe.lac-bac.gc.ca/100/206/301 /pco-bcp/commissi_gns/mahef arar/07-09-
13/www.ararcommission.ca/eng/EnglishReportDec122006.pdf

- Many of the threats currently faced by Canada * -
are different from in the past. It is therefore not surprising that the resp%ffSe 0% ‘
them is modified and adapted regularly. Significant changes have been made to -
the RCMP’s national security activities even during the conduct of this Inquiry
and, as I drafted this Report, I became aware of further proposals for changes.

Two points thus arise: first, some of the details discussed herein may be out of

date soon after this report is published; second, it is important that the evolving

nature of RCMP national security actlxltles—— indeed, of the government’s approach

in general — be borne in mik the.issue of a review mechanism.
ility to-adapt to change,

A discussion of the RCMP’s national $éc
in which the Force carries out those activitiés,

ganization in relation
to the RCMP’s national security activities. Following that, I set'out a number of
factors relevant to context, including ministerial directives and internal policies
governing national security activities, the RCMP’s internal accountability mechanisms
the number of RCMP personnel engaged in national security, and recruitment
and training requirements in respect of those activities. ’

)s’k =3 Y }
T

b

TIONAL SECURITY ACTIVITIES
“assisted in the management and control of
mimjsSioners: one for each RCMP region or
West Hﬁd@gaciﬁc) and one each for Strategic
tand Operations (see Chart 1, p. 86). The
- Deputy Commissioner, Op‘e'rétl,‘ 1S esponsible for the RCMP’s national security
mandate, as well as for federal arid-in ternational operations, protective
policing, community, contract and Abotiginal police services (CCAPS), criminal
intelligence, and technical operations.

Hq e

/.4 number 6f deput,
division (Atlantic, Central, North
Direction, Corporaté Méanage

A

National security matters have come within the ambit of the Criminal
Intelligence Directorate (CID) since this important component of intelligence-led




policing was created in 1991. CID is headed by the Assistant Commissioner,

CID, who reports to the Deputy Commissioner, Operations. In addition to its national
security function, discussed below, CID includes the Criminal Intelligence

Support Branch, Organized Crime Intelligence Branch, National Operations

Centre and Director General, Intelligence Analysis.and Coxﬁﬁuiyé’a ions.

In 2003, a new reporting function was created di ectly under-the Assistant
Commissioner, CID: the Director General, National Séécg_x}ty_;]?be»Di‘ ctor, -
General heads the National Security Directorate, which has three anches: the

National Security Intelligence Branch (N SIB), National Sef:ur_il
Branch (NSOB) and Threat Assessment Branch (see Chart 2, p. 87




(Court of Appeal for Ontario, R.v. Khawaja, Dec. 17, 2010, paragraph 231)
http://www.canlii.org/en/on/onca/doc/2010/201 Oonca862/2010oncal62 html

The Trial Judge Erred in his Overall Approach-to Sentencing and
' Imposed a Sentence that is Manifestly Unfit:,
(i) The Sentence does not Reflect the: Unique Nattire of -
Terrorism-Related Offence:

[230] The appellant was an active member of a terrorist group: whose Singalar goal was
to eradicate western culture and civilization and establish Islamic domiriance wherever
possible. He was prepared to go anywhere and do anything for the violent J ih@ ( 1st cause.
At the time of his arrest, he was in possession of a prototype remote detonator device and
had promised to build 30 more such devices for the Khyam group. As found by the trial
judge at para. 32, this device was “intended to unleash fireworks at other as yet
unspecified places in aid of tﬁ’e;jgi!l’fad.” The appellant was a willing participant in activity
that he knew was likely to,result in'the indiscriminate killing of innocent human beings

. o . " &g Y g LG . . . .
on a potentially massive'scale: It is"hard’to imagine a more odious inchoate crime. -

# '?ﬂ £

Yy oy

[232] Much has been written about the featuréé of *t:erromsg”ﬁ?ffhat distinguish it from other

crimes and place it in a category of its own. In R. v. Elomar, [2010] NSWSC 10 — an
Australian case bearing many similarities to the present case — Whealy J. made the
following observations about terrorism at para. 63:

i ol mcegiby all this [extremist] material may be
summarised-as:follows:

g, Eg A dy 5 g P,

these Muslims and-non-
Ve, e L T

extremistviews.

Muslims who did not share their

Au it Government and its policies. Thirdly, a
. L. wh o T e
conviction that. Muslirhs
pursue violent jihad. or:the"purposes of overthrowing liberal
P R g
and Sharia law. This criminal eriterprise was not in any sense
motivated, as criminal activities so often are, by a need for

& L
econdly, dn;intolerance towards the
l’f‘ S www ta
"é;ggbli"g’"atéﬂ“}by?their religion to

democratic societies and to's pldce.them with Islamic rule
Jfinancial gain or simply private revenge. Rather, an
intolerant and inflexible fundamentalist religious conviction
was the principle motivation for the commission of the




offence. This is the most startling and intransigent feature of
the crime. It sets it apart from other criminal enterprises
motivated by financial gain, by passion, anger or revenge.




(Mr. Justice Dawson, Toronto 18, Operation CLAYMORE
Ruling No. 14, paragraph 33)
l'lttp://www.ca.niii.org/’en/on/onsc;’doc/2009/2009canIii84776/2009(:31‘1“i84776.html
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(Mr. Justice Dawson, Ruling No. 14, paragraph 33)

[34] At the same time, situations will arise where some sharing of information
must occur if each organization is to fulfill its mandate. For example, where CSIS
comes into possession of information of a real threat to national security, or
learns of serious criminal activity; it must notify the RCMP. As Mr. Brooks
indicated at para. 15 of his affidavi, CSIS will normally be engaged in the
investigation of threats tq the security of Canada before the police would have
sufficient evidence to ¢omn ience.an investigation on their own. He also points
outin his evidence that intélligerice'gathering investigations are very open ended
and wide ranging, with the focys on Tooking,for trends and relationships to help
predict emerging or future threats: Stich, ifivéstigations ‘are not oriented towards
prosecution. It is the function of the policett reac ‘to.any information provided by

CSIS and to determine how best to proceéd from & police perspective.

by




(Mr. Justice Dawson, Toronto 18, Operation CLAYMORE
Ruling No. 14, paragraph 33)
hitp://www.canlii.org/en/on/ onsddoa/”OOQ/ZOO‘)canl1|847/6/2()09(.dnl|1847”6 Iitml
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CSIS Disclosure Motion: Stinchcombe or O’Connor?

(Mr. Justice Dawson, Ruling No. 14, paragraph 31)

[30] Retired Superintendent Richard Reynolds of the RCMP also filed an
affidavit and testified. Before he retired, and at the time of this investigation, he
was the Officer in Charge of the National Security-Criminal' O i
the RCMP at RCMP Headquarters in Ottawa.

[31] Each of these witnesses provided clear evidence n:their a its

testimony of a sound understanding of the importance of maintaining. a distinction
between the role of CSIS and the role of the police in circumstances:where there ‘
i i ir independent investigations. :

[32] For example, the REMP is a.

A

pol[6é=fofce with policing duties described in

ss. 17 and 18 of the RCMP*Act, R'S:.1985:¢, R-10, and s. 6 of the Security
One ofit

Offences Act, R.S. 19857c, $:7.'One of its fnaifi-functions and duties is to mount
investigations that lead to the successful prosect tiorof those who break the law.
CSIS, on the other hand, is ari intellige _wqgi‘gqagﬁérinﬁ"faggncy which collects and

analyses information (not evidence): purpese of advising government. The

%

RCMP works in a forensic ,environme:ﬁgt'”"?@ﬁéng%é\qg;éncg must be collectedina

manner which renders it admissible, and is subject'fo-Kaving the fruits of its

|4

investigations disclosed publicly in the course of cr’i’r"ﬁinallprosecutions. CSIS
relies on information from many sources, including foreign governments and
intelligence agencies and covert domestic sources. Most of those sources must
be protected,if CSIS is to remain effective. Intelligence information shared by
foreﬁi)gn a“g‘gn;'c,i“es\is received on the basis it will be protected. '




(Mr. Justice Dawson, Toronto 18, Operation CLAYMORE
Ruling No. 14, paragraph 33)
http://www.canlii.org/en/on/onsc/doc/2009/2009¢canliiB4776/2009canlii84776.html
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CSIS Disclosure Motion: Stinchcombe or O’Connor?

(Mr. Justice Dawson, Ruling No. 14, paragraph 65)

[64] While it is true that information collected from- both of the civilian agents

was passed back to CSIS there is no evrdence that CSIS was tasking or directing
the agents. The fact that CSIS was relying upon’ mformatrori provrd_ed by the
RCMP investigation does not indicate that a joint mvestrgatron was”berng,
conducted. As | have emphasized, the evidence demonstrates that ‘only a.limited
amount of controlled and documented information was: owrng to the RCMP from
CSIS. CSIS was not directing the police investigation. Thé RCMP made all
decisions about how to conduct their investigation. To the extent the: RCMP did
receive information from CSIS they were free to act on it or to dlsregard it as they
saw fit. When the RCMP needed clarification, or wanted to be able to rely on
information received by CSIS for warrants or orders, they requested an Advisory
Letter. These were separate mvestrgatrons

[65] During the cross examlnatr N Mr Brooks Mr. Slansky suggested that

would be left with an mcomptetf 5and[m|slead|n%g plctur_e n my view, th|s
approach misses the mark when" mes to tdetermmmg whether CSIS should

‘While CSIS may release
information pursuan 0 S. . 19(1) provides that
information collected in the performance of CSIS dut|es shall not be otherwise
disclosed. While s. 19(2) contains language that accommodates disclosure
where requrre'd:-t_;_y law, this does not impose a Stinchcombe like disclosure
obllgatlon on | SIS when determining what information to release to the police for

the p"’urp!:}ose?of natlonalfsecurlty investigations or to ensure public safety.
= f&?n Sy e B Gy
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[66] AIthougtrI ha‘Ve reached;the conclusion that in the circumstances of this
case CSIS'i 1s not an; other statg mvestrgatmg authority” subject to a corollary
obligation to provrdetthef contents of its investigation to the Crown, | sought
assurance from thé Crown’ at they had complied with their obligation to make
efforts to obtain relevant info atron from CSIS. Everyone agrees CSIS is in

possession of some information’ that is likely relevant to issues that arise in this
case.




(O’Connor Commission, ‘Report of the Events Relating to
Mabher Arar, Analysis and Recommendations, pg. 319)
http://epe.lac-bac.gc.ca/100/206/301/pco-bep/commissions/maher_arar/07-09-

1 3/www.ararcommission.ca/eng/EnglishRéportDec1 22006.p dﬁ :

The events of 9/11 further underlined the need for"nformatlon sharlng and, ~
integration between the RCMP and CSIS. The RCMP’sglnstrtutlonal response to
that development was to take the very important step of setting’ upJIrp_te g
National Security Enforcement Teams (INSETSs), with CSIS: reﬁ sen tatlon The
RCMP and CSIS should explore other ways to increase thé leve :
between them. The difference in mandates and, indeed, cultures, ot be
a barrier to integrated operations. The report of the U.S. National Commrs on
on Terrorist Attacks upon the United States (9/11 Commission) and the events' <
of the Air India tragedy highlight the importance of institutional co-operation
between intelligence and law enforcement investigators. The lessons learned
from those experiences must be taken to heart.

During the Inquiry, I had the aﬁjﬁhnfﬁége of hearing testimony from a variety

of RCMP and CSIS w1tnesses? a go‘ dea ’of whrch related to the mteractlon

The framework ultimately developed for the relatiorlship between the two
agencie§’ ‘should,clearly set out their different mandates and provide for specrﬁc

vi{iOTHER GOVERNMENT AGENCIES AND

L.
:»’47’7 g
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Since 9/11, there has been*mcr asr egratlon of different parts of government
involved in national security affairs; both'in Canada and elsewhere. The RCMP’s
integration initiatives with respect to national security matters are not limited to
other police forces, but extend to a wide range of other federal departments

and agencies. For example, INSETs include representatives of agencies such as
the Canada Border Services Agency (CBSA), CSIS, Citizenship and Immigration




Canada (CIC) and the Canada Revenue Agency. Moreover, there has been an
increased amount of information sharing among a broad range of federal
departments and agencies in relation to these types of investigations. Such integration
makes sense given the complexity of national security activities and the
involvement of many parts of government in the national sec ity mandate.
Agencies such as CSIS and the Financial Transactior ns. and Reports Analy51s
Centre of Canada (FINTRAC) have explicit statutory mandates to provxde‘ he
RCMP with information that is relevant to its crime préventic gatio
mandate. "4

heard enough evidence to consider the details of such a framework However%
it is clear that RCMP officers and officials in other agencies should have specific;;
direction about each aspect of their interaction. There should be clear procedures
in regard to the sharing of information and the creation of a paper trail to
document interaction.21 In that way, integrated activity can be monitored and
reviewed against pre-established norms. The paper trail need not be overly elaborate
or legalistic. In some cases, exchange‘ f letters may suffice, but the
yuld. b




(Mr. Justice Dawson, Toronto 18, Operation CLAYMORE
Ruling No. 14, paragraph 33)
http://www.canlii. orqjen/on/onsc/dochOOQlZOOQcanlu84776/20090an|n84776 himl
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(Mr. Justice Dawson Ruling No. 14, paragraph 41)

[41] There were also many contacts between Mr Brooks and Inspector
Jagoe. Those took the form of meetings and telephone contacts. They were
"described as strategic discussions by Mr: Brooké'f and as: theoretlcal discussmns




(Mr. Justice Dawson, Toronto 18, Operation CLAYMORE
Ruling No. 14, paragraph 33)
http://www.canlii. orq/en/on/onsc/docl2009/2009canlu84776/20090an|n84776 html
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(Mr. Justice Dawson, Ruling No. 14, paragraph 43)

[43] Mr. Brooks explained how CSIS had to. ensure that the RCMP got onto
the right investigative path, without provndm' ‘more- |nformat|on than was
necessary to ensure that public safety wa
got up and running CSIS monitored it.

ion

of the location of the terrorust training camp that was to be held. This information
was not provided to the RCMP;.who had to uncover that information by their own
means. Sometimes CSIS was aware. that the RCMP were following the wrong
person, or that they had survelllance on a house when the target of the

surveillance was not’ msud tervene Other similar examples
were given in evidence.




(Mr. Justice Dawson, Toronto 18, Operation CLAYMORE
Ruling No. 14, paragraph 33)
hitp://www.canlii. orq/en/on/onsc/dochOOQlZOOQcanIu84776/2009can|u84776 himl
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(Mr. Justice Dawson, Ruling No. 14, paragraph 40)

[40] In"addition to the Disclosure and Advisory Letterssome information was
shared at meetings of Joint Management:Teams (JMT’s) that existed at both the
. . | | |

| The-tefior of the
evidence was that one of the purposes o hare some
information in order to avoid conflicts and to maintain separation between the
roles of the police and CSIS operations.
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Air India Flight 182
A Canadian Tragedy
The Overview .. "

(Commission of Inquiry into the Investigation of the Bombing’
Air India Flight 182 - hereinafter referred to as the Air India Ty
Commission - Volume One, The Overview, pg. 167)

During the pre-bombing phase, CSIS did not get important information from
other agencies, including CSE and the RCMP, and hence was unable to provide
a meaningful assessment of the threat to Air India fl ights. In the post-bombing
phase, CSIS collected and dispersed.information according to its own rules and
intelligence requirements, but in the: dcess made the information unavailable
to or unusable by the cnmlnal Justlce syste 'Fhls 1mpa1red the quality of the
evidence available to the: prosecutlon and:
of the accused. When CSIS’pass info
often careless in respecting caveats 0 if
and methods. As for the criminal Juétlc syste e its ocusfon coinplete and
wide-ranging disclosure repeatedly encountered f tance in'thé form of the

intelligence community’s basic 1mperat1ve f’o,gprotect thee conﬁ dentlallty of its
sources, methods and information. ”"’«4 ‘g”,@ , ,

Agencies nztist sharé inf
to terrorist threat\ Ho

institutional interests. ThlS appr;

] ompromlses coordination and eff ective
communication among agencies."






