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1. INTRODUCTION l?so11;,v,'lro,.~~(2 Sc~ ~'11'4r1~ ~Cr 'i1-t12 

'l:t.s ~olV g ~tv ~,__ i'\I ~ci""o/OJr 
Objective 4 l.. ~;~u 0,...~s 1r;,,Jr,-Uf::. 

()~ t.. . I, .) ' 

l. l To provide direction for the management of information and communika\r~~.Jcrui~fe ot~ :er the authority 
of section 16 pursuant to section 21 of the CSIS Act and a Federal Court warrant. "c~; 
Scope 

1.2 This policy deals with the processing of information and communications normally collected by the Service 
and processed by the Communications Security Establishment (CSE). The information and communications are 
collected pursuant to a Letter of Request from the Minister (Foreign Affa,irs and International Trade or National 
Defence) and is approved by the Mi~t9 'oftBulpic Safety and Emergency Preparedness Canada (PSEPC) 
through a Letter of Consent. 1S1n1,.- ,. • 

..:Jc " <J,r:,. ~ Ct. 1..."I o~ -

1.2.1 Section 12 processing of ihf~ 2\!ion ancf&>m! iCJttjbns,~,.,covered under OPS-211, "Processing of 
Materials or Communication Int~ tsi+s"lected IJ.ruler~ ~ t--~Secti,$.Q 12". 

1-Vtvt '~r C~) ~ I: > C l t: 
1.2.2 Section 16 human intelligence colle~ o~ ~J-, ooye &11up.der 8P's.-"2-f ~ HIJMINT Collection~ Section 16". 

"'f ( ( ~ I • 

'IVf:. 0 t: I ~ c...,, Ui- D 
Authorities and References Of?4tti ~ t.o 8~10. ~ ~ 

.,.,otv'I sul? i~4f~ lo, 
1.3 Canadian Security Intelligence Service Act ~cc7;;s 
1.4 Security Offences Act 

1.5 Memoranda of Understanding: 

Definitions 

I . IO Canadian Citizen: A person within the meaning of the Citizenship Act. 
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1.13 Disclosure: The provision of Service infonnation or intelligen fh-n~®.s. or organizations outside the 
I~ ~Jr:' ~ r, 

Service ..:, v1, \.), J "'£::" 
(OPS-60 I, "Appendix I - Definitions") . {:,;,~~!'°~I?, v 1/V~o 1r1~c'VD~~ 

l.l .... ~ ~v1': ... ;::: .S 19.,,1~ ¥ ,- i~ 

I 14 F ' I 11· Infi . . 11· l · ,.., (o f"c Z; < b"'J' · · '0 • · • , . . ore1gn nte 1gence: ormatton or mte 1gence re attng· ·t 1c c«pa 1 ttles, mtentton~. c.., 
or activities of a foreign state or group of foreign states, a forei~pe(s5n of t f~ei~

1
~9..rporation. ··? 

t\. o~. -, ... 1 t: IV~ t, hf. , 
1.15 Information: Data from any source which has not been evaluated bu ~~ 0pr~ss~ ;J sse~ed and 
analysed, may produce intelligence. ' - .-i ._I"'\~ r.., 

~ 

1.16 Letter of Consent: Personal written letter of consent provided to the Director by the Minister of PSEPC in 
support of a Letter of Request. 

1.17 Letter of Request: Personal written letter of request of the Minister (Foreign Affairs and International 
Trade or National Defence) requesting the assistance of the Service in collecting section 16 infonnation. 

c,,,, '°"'o ·0,,,1 C.::-Sto ,ss~ 
'"1cc ~so~ D &•. 
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;:,€:I) .... VJ P ,,~I~ ,t:-0,.<?, ~Ci., ~It ,-, 
•ql\t. ~::; l'1;: " C ,1.,; q 'tr 

1.19 Need-to-know: is the principle w~ & i ( mpJcixees/consu'IWits/J ra~tors are provided with access to 
classified or designated information to pro'p~;l~ cai:nrouU hetr,eurrent duties or responsibilities. Before seeking 
or providing another person with access to classifi~ or designated fnfonnation, 
employees/consultants/contractors must be satisfied of1lhaJ'p~9ft'U~gftJiuate need to know, SEC-402, 
"Physical Safeguarding of Infonnation ". 
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,) 

1.20 Permanent Resident: A person within the meaning of the Immigration and Refugee Protection Act. 

1.21 Processing (Section 16): For the purposes ofthis policy, processing has occurred when the resulting 
report has been reviewed and approved by the Service. 

1,-, ,.:J~ 

1.22 Requesting in~ ~ Th.e Minister (Foreign Affairs and International Trade or National Defence) 
requesting collection jpf 

1
etf,i~ , t6 . wormation by the Service . 

~!'v. l ~, ~ f ._, I St. 
S(!1y I\)~ A TO , 'I:: Al'?/ .... U,v. 

P~F?s l..:t /:J1y ~"' ls iJ1/~01y~cy o1::~ i~ 
OtvA11:~'l:c-,..Sc1rs 1(1.,..,o:)c.,. "'ltv, 'I: 

J.1:.,.1~014v Ds.l:"" v~ .ilcr. O/oJ? 
11. 'ltv. u Dt: s 1y12 lrru1: 
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2. PRINCIPALES · l~c,..~'S 

2.1 The collection of information under section 16 has the potential for serious repercussions for the 
Government of Canada and the Service . The sensitive nature of this type of operation requires that the "need-to
k:now" principle be rigidly applied . 
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2.2 Employees involved in processing infonnation collected under the authority of section 16 pursuant to 
section 21 of the CSISAct , must comply with the tenns and conditions of the Federal Court warrant, Service 
policy and procedures, and the Letter of Request, as well as any other restrictions imposed by the Minister of 
PSEPC. 

3. RESPONSIBILITJES 

Deputy Director Operations 
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