


Threat Management Framework 
• Both CSIS and the RCMP share the goal of ensuring the 

safety and security of Canadians and protecting Canadian 
interests at home and abroad. 

• This goal is most effectively accomplished through a sound 
and collaborative approach to threat management - the 
One Vision framework launched in 2012. 

• One Vision 2.0 enhances and codifies the existing 
framework for cooperation that guides deconfliction efforts 
and the disclosure of CSIS information to the RCMP. 



• One Vision 2.0 is designed to formalize the transition of intelligence into the criminal 
justice system. It is recognized that the "intelligence to evidence" issue is complicated and 
evolving. It is subject to legislation and judicial precedent; it is informed by commissions of 
inquiry; it is affected by our respective policies and procedures; it is guided and assisted by 
training and mutual understanding. 

• One Vision 2.0 creates a framework for cooperation that can be explained to and defended 
before the courts, and that maintains and creates both an appropriate degree of separation 
and a functionally operational relationship between CSIS and the RCMP. 



• Approved by the RCMP Commissioner and CSIS 
Director on 2015 11 24; 

• Codifies - for the first time - the framework and the 5 
principles; 

• Provides key definitions to clarify the process and the 
roles of our respective HQs and Regions / Divisions; 

• Serves as the Threat Reduction Activity (TRA) 
deconfliction mechanism; 

• Formalizes and centralizes record keeping: RODs 
produced and approved by RCMP / CSIS HQ 



Intelligence and Evidence Flow 
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Principles 

• Public safety is paramount. 



Principles 

• Always consider the effect of your actions upon the other agency. 



Principles 
• Earlier is better when discussing strategy, seeking legal advice, identifying 

problems and sharing information. 



Principles 
• Focusing the information to be disclosed by CSIS will assist both organizations 

and avoid future problems. 



Principles 

• Every investigation is different; it is critical to have a consistent process which 
will recognize and manage these differences. 



Foandat'ional Criteria for National Security 
Criminal Investigations 

• The initiation of a criminal investigation must be based on a reasonable 
suspicion or belief that criminal activity has occurred or may occur. The 
following may initiate a disclosure from CSIS to the RCMP: 

• Information and intelligence (foundational to the initiation of an 
investigation), which may indicate criminal activity ; 

• An element of an offence under the Security Offences Act or any other act 
of Parliament; 

• An imminent threat; 
• A pattern or behavior that may constitute a threat to the security of 

Canada. 



Assessment Process Prior to Disclosure 
Under Section 19, CSIS Act 

• CSIS receives information and intelligence. 

• CSIS makes an assessment which requires a consideration of: 

• The threat to the security of Canada; 

• The nature and seriousness of the potential criminal activity ; 

• The impact that sharing the information may have on the Service's 
investigations (sources, methods and operations, including the 
management of third party information); 

• The impact of judicial disclosure obligations on a CSIS investigation; 

• The merit and impact of involving other stakeholders (e.g. CBSA, CRA, 
foreign and domestic agencies). 



Strategic Consultations 

• If deemed appropriate by CSIS, CSIS HQ Ops Division will contact the 
RCMP to initiate a strategic case management meeting. (RCMP may initiate) 

• The process will consist of a meeting( s) between the RCMP and CSIS to 
assess the magnitude and scale of the information and intelligence based on 
the foundational criteria. 

• A decision will be made regarding the need for formal disclosure to the 
RCMP via Disclosure or Advisory Letter. 

• A ROD will be produced by CSIS, agreed to by both organizations and 
retained on our respective files. 

• TRA will be deconflicted if applicable (RCMP engagement on a file may 
result in TRA being held in abeyance). 



Assessment Process Prior to Disclosure 
Under Section 19, CSIS Act 

• It is recognized that, depending on the nature of the case, the RCMP will wish 
to be informed about the following information: 

• The subject of the investigation ("who"); 

• The activity ("what"); 

• The time frame ("when"); 

• The location ("where"); 

• The motivation, if known ("why") 

• The content of disclosures will be discussed at the strategic case management 
meeting. 



Disclosure Under Section 19, CSIS Act 

• Contingent upon the results of the strategic case management meeting, 
CSIS may initiate a disclosure process. 

• The RCMP will, upon receipt of the letter, disseminate as deemed 
appropriate (SOPs and guidelines being developed). 

• As soon as practical, the RCMP will advise CSIS of what investigational 
avenue the RCMP will pursue, if any, based on the information and 
intelligence CSIS shared. 



During the Criminal Investigation 

• Adherence to these guidelines will help ensure that the RCMP criminal 
investigation remains separate, distinct and parallel to any CSIS investigation. 

• It is recognized that there will be a continuing need for coordination and de­
confliction between the two investigations that may lead to disclosure. 



During the Criminal Investigation 

• There is a continuing requirement for CSIS to report to government on threat­
related activities and the RCMP can assist in that regard. 

• Primacy does not mean exclusivity. 



During the Criminal Investigation 

• Ongoing inter-agency dialogue may be appropriate to ensure public safety 
concerns are met and all options are explored. 

• These will take the form of strategic case management meetings or, as required, 
tactical deconfliction. 



uring the Criminallnvestlga Ion 
• CSIS, when conducting a parallel investigation, may disclose additional 

information and/or intelligence consistent with the One Vision principles. 
(Important to maintain the separation of investigations) 

• The RCMP will provide CSIS with information and/or intelligence. {No 
and allows for more effective de confliction . 

• In accordance with policy, CSIS and the RCMP will ensure the retention of 
information, intelligence and evidence. 



Post Investigation I Pre-trial Disclosure 
(Stinchcombe) 

• The responsibility for disclosure belongs to the Crown. 

• Ongoing inter-agency (including DO] and PPSC) strategic consultation to 
ensure the appropriate use of sensitive national security information and 
its protection as required. 

• CSIS investigations are separate and distinct from RCMP criminal 
investigations. CSIS is normally a third party for disclosure purposes. 



eQuestions? 


